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CpaBHUTEJbHBIN aHAJIN3 OLIEHKH MPUHA/JIEKHOCTH HHIUKATOPOB
KOMIIPOMETAIUM K IeJIeBbIM KHOepaTakaM 3J10yMbINIJIECHHHKOB HA OCHOBeE
BaiiecoBckoro moaxoaa

B.B. Jlasnunckuu, /I.C. [ywxo, A.C. [lleeyos

Boponesicckuii 2ocyoapcmeennbiii yHugepcumem UHICEHePHbIX MexXHOI02UL

AnHoranusi: CraTthsi TOCBsIIEHA MeToay (GopMalM3alid WHIUKATOPOB KOMIIPOMETAIUH
(Indicators of Compromise — I0oC) ¢ wucnomp3oBaHueM OalECOBCKOTO MOAXOMa IS
OCYIIECTBIICHUSA HMX KJIacCU(PUKAIMU U PaHXUPOBAHHMS HA OCHOBE BEPOSITHOCTHOTO BBIBOJA.
[IpoGnema peTeKTHpPOBAaHUS BPEJOHOCHBIX WHIMKATOPOB U3 OONBIIOrO0 O0BbeMa JaHHBIX,
HAXOJIAIIMXCS B Pa3IMYHOTO POJia UCTOUYHUKAX HH(POPMAIIMH TI0 YTPO3aMm, SIBIIIETCS KPUTHUECKU
BaXHOW N1 OLEHKH COBPEMEHHBIX CcHCTeM kuOepOe3omacHocTd. TpaaunnoHHBIE
SBPUCTUYECKHUE TOJXOJIbI, OCHOBAHHBIE HA MPOCTOM arperupoOBaHUM WM SKCIEPTHOM OIICHKE
IoC, He obecmeunBalOT AOCTATOYHYIO (opManu3anuio W JaibHElIIee paHKUPOBAHUE HX
JIOCTOBEPHOCTH O MPUHAJTICKHOCTH K TOW WM UHOW BPEIOHOCHOW KaMIaHUU M3-32 HEMOJHOTHI
U HEeolpeneaEHHOCTH MOCTyMaoed nHhopMaIluu U3 pa3InyHbIX HCTOYHHUKOB.

[Ipennoxennas Mojaelb OCHOBBIBAE€TCS Ha TeopeMe baiieca W TMO3BOJISAET TOCIEI0BATEIBHO
OOHOBJISITH  alIOCTEPUOPHYIO BEPOATHOCTh MPUHAAJEC)KHOCTH HMHIUKATOpa K BPEIJOHOCHOU
KaMIaHUW TpU TOTYyYeHUH UHOOPMAIMM OT HECKOJbKHX HE3aBUCHUMBIX HMCTOYHUKOB.
KitoueBbiME  mpeuMyIiecCTBAMU METOAa SBIAIOTCS: (QopMmanu3anus TMpolecca NPUHATUS
peuieHui; yd€T pa3aMYHOM HAASKHOCTA HCTOYHMKOB UYepe3 IMapaMeTpbl HCTUHHO-
MOJIOKUTENBHBIX M JIO)KHOTIOJIOKUTENBHBIX CcpabaTbiBaHUIl; BO3MOXKHOCTH YCTaHOBIICHUS
MOPOTOBOTO 3HAYEHUSI BEPOSITHOCTHU /ISl aBTOMATHYECKOM KlacCU(UKAIUH.

B pabote mpencraBieHa wmaTemaTuuyeckas TIOCTAaHOBKA 3aJayd, OOOCHOBaHHME BBHIOOpa
napamMeTpoB  MOJIEJIM Ha OCHOBE OMIIUPUYECKUX JAHHBIX, OINHUCAHHE  aJTOPUTMA
MoCNeA0BaTENBHOI0 0alleCOBCKOTr0 OOHOBIEHUS. DKCIIEpUMEHTANIbHAS MTPOBEPKaA MPOBEICHA Ha
BbIOOpKE W3 520 peanbHBIX HHANKATOPOB KOMIIPOMETAIIMHU, TOJYUYEHHBIX W3 OTKPBITHIX
UCTOYHUKOB HMHpOpMAIMK 1O yrpozam. Kpome TOro, mpencTaBieHbl CpaBHUTEIbHBIC
pe3yabTaThl OIEHOK OalleCOBCKOM MOJEIM MU METOJa IMPOCTOr0 TOJOCOBAHUS: TOYHOCTh
knaccudukanun — 0.84 npotus 0.71, momaoTa — 0.79 npotus 0.64, F1-mepa — 0.81 npotus 0.67.
[IpencraBnennas Moenb MO3BOJISIET CHU3UTH JIOJIIO JIOKHOIOJIOKUTEIBHBIX Cpa0aThIBAaHUN HA
30-35%.

KiroueBble cJjI0Ba: UHAMKATOpPHl KOMIIpOMETAlMM, OailleCOBCKHI BBIBOJ, KHOEPYIpO3bI,
BEPOATHOCTHBIE MOJIETH, aHAlM3 BPEJOHOCHOW AaKTHUBHOCTHU, KIAacCU(UKAIUA HHIUKATOPOB
KOMITPOMETAIIMH, MHOTOMCTOYHUKOBBIN aHAIIN3.

BBenenue
B HACTOSIIEE BpeEMsI HaJIM4ue BPEIOHOCHOM JICSITEIbHOCTHU
3JIOYMBIIIUICHHUKOB CBsI3aHbl ¢ WHAMKatropamu kommpometanuu (Indicators of
Compromise — [0C), KoTOpble SBISIOTCS BEPOSITHOCTHBIMU apTedakTaMu HX
AKTUBHOCTH, XapaKTEPU3YIOUIMMH BPEIOHOCHYIO JIESITEILHOCTh B KOMITBIOTEPHBIX

win uHbopmanuoHHbx cuctemax [1-4]. Kak mpaBuiio, k IoC oTHocaTr: anpeca
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IPOTOKOJIOB MexceTeBoro B3ammogerictBus (Internet Protocol address — IP-
ajpeca) KOMaHIHBIX  CEPBEPOB, JOMEHHbIE HMEHA  HUHQPPACTPYKTYpPbI
3JI0YMBIIIUICHHUKOB, KpUINTOrpaduueckue Xeld BPeIOHOCHBIX (ailnos, aapeca
yHU(UIUPOBAHHBIX yKazatenel uHdopmanmonHoro pecypca (Uniform Resource
Locator — URL-aapeca) ¢umuHroBsix pecypco, mudpoBbie cepTHUKATHI, a
TaKXKe XapaKTEpHbIE ceTeBbIC U (paiioBbie apTe(aKThl.

CoBpeMEHHbBIE aTaku 3JIOYMBIIUIEHHUKOB XapaKTEPU3YIOTCS ITOCTOSHHO
coBepiieHcTByommUMucs yrpozamu (Advanced Persistent Threats — APT), To ectb
NOCTOSIHHBIMU 1[eJICHANPaBICHHBIMU MOTEHIIUAIBHO BO3MOKHBIMH,
3JIOHAMEPEHHBIMU WJIM HWHBIMU JEHUCTBUSMH, KOTOPbIE MOTYT HAHECTU BpPEX
KOMIIBIOTEPHBIM WJIM WH(OPMAIMOHHBIM cUCTeMaM. Takoro pojaa aelcTBus
XapaKTEPU3YIOTCS BHICOKON TUHAMHUKON M3MEHEHUSI HHPPACTPYKTYPHI, aKTUBHBIM
NPUMEHEHUEM TEXHUK YKIOHEHUS OT OOHApYy>KEHHUs, HCIOJIb30BAaHUEM
JETUTUMHBIX CEPBHCOB JUIsl MACKUPOBKH BPEAOHOCHOM aKTUBHOCTH [5, 6], 4TO
MOXET XapaKTEpPU30BaTh Ty WM UHYHO APT-rpynnupoBKy 3710yMBINIJIEHHUKOB.
Tem He MeHee, ClENyeT TaKXE€ YUYUTHIBATh, YTO 3JIOYMBIIUICHHUKH DPETYJSIPHO
MeHsIT [P-anpeca KOMaHIHBIX CEPBEPOB, MCIOJIB3YIOT OJHOPA30BBIE JOMEHBI,
OPUMEHSIOT TMOoAUMOp(dHBIE MeToAbl MOAM(UKAIMK BPEIOHOCHOTO Koaa. B
pe3yibTaTe >KU3HEHHBIN MUK OTAeIbHBIX [0C MOXKET COCTaBIATh OT HECKOJIBKUX
JHEH J0 HECKOJIbKMX YacOB, YTO CYLIECTBEHHO 3aTPYJHSAET UX CBOEBPEMEHHYIO
UACHTU(DUKALIMIO U KCIOJb30BAaHUE 3alUTHBIX Mep. s yckopeHus: mpoueccoB
UACHTU(GUKANIMY W WCIOJB30BaHUS 3allUTHBIX MEp OT 3JIOYMBIITUICHHHKOB
1eJ1ecCO00pa3HO aBTOMATU3UPOBATH MPOLIECCHI IETEKTUPOBAHUS U KIAacCU(DUKAIIUN
[oC. Tem He MeHee Takas 3ajadya OCJIOXHSAETCA HaJIUYMEM HHQPOPMALMOHHOTO
myma npu gerektupoBanuu [oC. B motoke wundopmamuum 006 yrposax,
NepeaaBacMbIX U3 Pa3JIUYHbIX UCTOYHUKOB, UMEETCSl HAUIMYUE KaK JEHUCTBUTEIIBHO
BPEJAOHOCHBIX  HMHJIMKAaTOPOB, TaK M  HaJIM4YHU€  JIO)KHOIIOJOKUTEIbHBIX

Cpa6aTBIBaHHﬁ, O6YCJIOBJI€HHI>IX: omunOKamMu CpCACTB ACTCKTUPOBAHUA,
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crielu(pUKON HIBPUCTUUYECKUX TMPABUI; HUCIOIb30BAHUEM 3JI0YMBIIUICHHUKAMU
JETUTUMHBIX pecypcoB [7]. Caeayer OTMETUTh, YTO HMMEETCS HEOJHOPOJHOCTH
pPa3JIMUYHBIX MCTOYHHUKOB MO KA4yeCTBY MPEIOCTABIISIEMbIX JaHHBIX, a UMEHHO, B
X0JI€ MOJy4YEeHUsI KOHEUHOr0 pe3yJibTaTa, UCIOJIb3YIOTCS: Pa3IMYHbIE IECOYHUIIBI,
AHTUBUPYCHbIC JBW)XKM M IUIATGOPMBI aHajiu3a yrpo3, KOTOphIe 00JaaloT U
Pa3HON YYBCTBUTEIHHOCTHIO, M CTICIIM(PUIHOCTHIO IETCKTUPOBAHHSI.

B Hacrosimee Bpemsi B TpakTUKE aHalu3a yrpo3 MpeobiafaroT TpH
OCHOBHBIX TMOJX0JAa K OLIEHKE BpeAOHOCHOCTH [0C: 3BpUCTHYECKOE T'OJIOCOBAHUE
Ha OCHOBE KOJMYECTBA IOJIOKUTENIbHBIX JIETEKTOB (HAmpUMeEp, B CHCTEME
VirusTotal); arperupoBanve HWHAMKATOPOB TOJO3PUTEIBHOTO TOBEJCHUS U3
pa3IMUHBIX TIECOYHMI]; OKCHEPTHBIM py4YHOM aHaIM3 C HCIOJIb30BaHUEM
KOHTeKCTHOM uHpopMmamuu [8, 9]. OnmHako NEpeYHCICHHBIE METOABl HE
PEIOCTaBISAIOT (POPMATM30BAHHON OIIEHKM B BHJI€ PAHKUPOBAHHOW YMCICHHOU
MEphI MO JTOCTOBEPHOCTH KiacCU(pUKAIUMU JEUCTBUHN, NPUHAIJICKAIINX K TOW WU
uHOM APT-rpynnupoBKe, 4TO HE MO3BOJISIET SBHBIM 00pa30M yUUTHIBATH Pa3IUUMs
B HAJIG)KHOCTU MCTOYHHUKOB, a TaKKe O0eCIeurBaTh CTPOTOro MaTEMaTHYE€CKOTO

000CHOBaHUS TIpoIIecca MPUHATUS PEIICHUH.

Cyll_[eCTBym]_l_[I/Ie MmoaAXoAbl K aHAJAU3Y MHIANKATOPOB KOMIIPOMETAIINH

[IpoGnemaTnka KiaccuUKAIMU HWHIAKATOPOB KOMIIPOMETAITUU AKTHBHO
UCCIIeNyeTCs B KOHTEKCTE pa3pabOoTKHM cucTeM aHanu3a yrpo3 u miatdopm Threat
Intelligence. B pa6ote [10] paccmaTpuBarOTCs OOIIME MPUHIUIIBI MTOCTPOCHUS
cucTeM KuOepOe30MmacHOCTM M OTMEYAeTCsl KPUTHYECKas BaXXHOCTh B
aBTOMATHU3alUU TPOIECCOB 00PaOOTKN MHIUKATOPOB KOMIIPOMETAIIUHU B YCIOBHUSIX
BO3pACTaOIIEro o0beMa TaHHBIX.

B pabGore [11] mpemmaraercs moaxoa Ha OCHOBE IMPOTPaMMHPOBAHHOTO

BEPOSITHOCTHOT'O cHuHTe3a (soft probabilistic fusion), KOTOpHIN yUUTHIBAET CTETICHB
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YBEPEHHOCTH pPa3IUYHbIX JAETeKTOpoB. OaHAKO MNpeIIoKEHHas MOJENb He
UCIIOJIb3YET alpHOPHBIE BEPOSITHOCTU M HE OOECHEYHMBAET IOCIIEI0BATEIHLHOTO
OOHOBJIEHUSI OLIEHOK P MOCTYIJIEHUU HOBBIX JIaHHBbIX. Tak B pabore [12] aBTOpHI
UCCIIEYIOT KOJIMYECTBEHHYIO OLIEHKY HAJ€KHOCTH MHIUMKATOPOB B FE€TEPOre€HHBIX
cuctemax Threat Intelligence, mnpeasnaras MeTpUKH IJs OLIEHKHM KadyecTBa
UCTOYHUKOB, HO HE  TNPEJOCTaBISAOT  (POPMAIM30BAHHOTO  AJIrOpuUTMa
KJ1accu(UKaIuu.

B pabGore [13] aBTOpbl HCCAEAYIOT NPUMEHEHHE METOJIOB MAIIMHHOTO
oOydeHus: sl KiacCHU(PHKAIMU WHAMKATOPOB, IEMOHCTPUPYS 3((HEKTHBHOCTH
aHcamMOJIeBBIX METOJOB U HEUpOCEeTEeBBIX apXUTekTyp. OJHaKO MoOJeIu
MalIMHHOrO OOy4eHHs] TpeOyIOT 3HAUYUTEIbHBIX O0BEMOB Pa3MEUYEHHBIX AaHHBIX
s oOydeHHss M He OOECHEeYMBAIOT HHTEPIPETHUPYEMOCTH pe3yibTaToOB, YTO
KPUTUYHO IS CUCTEM TNPUHATHS pelieHuit B o0siactd UHEGOPMAIMOHHOU
Oe3omacHOCTH U KHOEpOE30MaCHOCTH.

B pabGore [14] aBTop mnpexactaBisier 0030p NpUMEHEHHs] 0alecOBCKOIO
BbIBOJIAa B 3ajJavax aHajluM3a KuOepyrpo3, MOAYEpKUBas MPEUMYyLIECTBA
BEPOATHOCTHOIO MOJXOJa sl pabOThl C HEONPEIEICHHOCTHIO U HEMOJIHBIMU
JTAHHBIMH.

B paGore [11] aBTOp aHanM3upyeT METPUKH KHOEPYrpo3 U OTMEdYaeT
HEOOXOAMMOCTh  pa3pabO0TKu  (OPMATM30BAHHBIX KOJIMYECTBEHHBIX METOJIOB
OLICHKU MHJUKATOPOB KOMIPOMETALIUU.

B pesynberare npoBeaéHHOro aHamusa MeTofoB oueHku loC, mpuxoaum K
BBIBOJY, UTO, HECMOTpS Ha 3HAYUTEIbHBIM HWHTEpeC K KiaccuUuKanuu
WHIMKAaTOPOB KOMIIPOMETAIMU, HE B MOJIHOM Mepe pellleHa Hay4dHas 3ajada s
dopmanuzanuu  OaillecOBCKOro MOAXOJa Ha OCHOBE yuéra HaJIE&XKHOCTH
MHO>KECTBEHHBIX HE3aBUCUMBIX HCTOYHHKOB ¥ BO3MOXKHOCTH IOCJIEI0BATEIHLHOTO

OOHOBJIEHUSI OLICHOK. Takum 00pa3oM, CyHIECTBYIOUIME METOJbl JUOO OCHOBAHbI
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Ha OJBpPUCTHUKAX, 1100 Tpe6YIOT SHAYUTCIIBHBIX BBIYHUCIWUTCIIBHBIX PCCYpPCOB U

O0JBIINX 00YyUaIOIINX BHIOOPOK.

@opMyJHPOBKA 321a4H UCCJIeIOBAHUS

B xome mamHOW paboThl co3gaHa (opmanu3oBaHHAsS MaTEeMaTHYECKas
MOZENb JJI1 OLEHKH MPUHAMIEKHOCTH HWHIUKATOPOB KOMIPOMETAIUU K
KOHKPETHBIM  BpPEJOHOCHBIM  KaMIIaHMSIM  Ha  OCHOBE  0ailecOBCKOTO
BEPOSITHOCTHOI'O BBIBOJA C YYETOM JAHHBIX OT MHOKECTBEHHBIX HE3aBHCHMBIX
VMCTOYHUKOB aHAJIN3A.

JUJ1st 3TOTO pEelleHbI CIEeTYOUUE 3aJa4u:

- (hopmanuzoBaH mpoLECC MOCIEIOBATEIILHOTO OOHOBIIEHUS BEPOSTHOCTH
JUISl OLEHKU npuHaie)kHOCTH [0C K BpeJOHOCHOW KaMIaHWM IMPU MOCTYIIEHUH
JAHHBIX OT PA3JIMYHBIX UCTOYHUKOB;

- pa3paboTaHbl TMOJAXOJBI JUIsl ONpEAENCHUs MapamMeTpoB HAAEKHOCTU
MCTOYHHUKOB Ha OCHOBE AIMIIUPUYECKUX JIAHHBIX;

- 000CHOBaH BBIOOP MOPOrOBOTO 3HAYEHUS ANOCTEPUOPHON BEPOSTHOCTH
JUTSI IPUHATHS pEIICHUs O KJIaCCU(PUKALINH;

- IIPOBE/ICHA AKCIIEpUMEHTAJIbHAs IpoBepKa 3¢ (EeKTUBHOCTH
NPEAJIOKEHHOW MOJIETU HA PEaIbHbIX JIaHHBIX;

- CpaBHEHA MPOU3BOJIUTEILHOCTh 0AlleCOBCKON MOJIEIU C TPAJAUIIMOHHBIMHU

meTtomamu knaccudukammn [oC.

dopmaau3aums 3a1a44

I[Iyctb X — Habop UWHAMKATOPOB KOMIIPOMETALMM, JJsi KOTOPOTO

HCO6XOI[I/IMO ONpCACINTb NPUHAIJICKHOCTb K BpCI[OHOCHOﬁ AKTHUBHOCTHU. Torz:a

cobbiTHEe A 11eNeco00pa3HO ONPENeIUTh CIASAYIONUM 00pa3oM: «HHIUKATOp X;
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NPUHAUICKUT BpeJOHOCHOW KammnaHum». CooTBeTcTBeHHO, —A4 00O03HAYaeT
COOBITHE «HUHIUKATOP X; HE MPUHAMJICKHUT BPEIOHOCHOW KoMmmanum». Criemyer
OTMETHTb, UTO MHJEKC I — onpeenser Tul uuaukaropa. Kpome toro, P(A)+P(—A)
=1, TO ecTh ONMMCAHO MOJIHOE COOBITHE.

Ecnu paccMarpuBaTh COBOKYIHOCTb, COCTOSIIIYIO M3 # HE3aBUCHUMBIX
UCTOYHUKOB aHanuza yrpo3 S;, S2, ..., S» (manpumep, VirusTotal, ANY.RUN,
Hybrid Analysis, ThreatFox), To kak1pIii ICTOYHUK S; IPU aHAIHM3E UHAUKATOpA X;
MOXKET BBIJATh MPHU3HAK MPHUHAICKHOCTH K BPEIOHOCHON  KaMITaHWU.
[lenecooOpa3no uepes By onpeaenuTs COOBITHE CIEAYIOMNUM 00pa30oM: «UCTOUYHUK
Sj onpeaenui BpeI0OHOCHOCTh HHAUKATOPa X».

Takum oOpa3oMm, wuMeeTCs BO3MOXXHOCTh B PEIICHWW 3aJadyd s
BBIYHCIICHUS arnocTepuopHort BepositHoctu  P(A|B;, Ba,..., Bk), TO ecTb,
BEPOSITHOCTU TOTO, YTO WHJMUKATOP SBJSETCS BPEAOHOCHBIM, IPU YCIOBUU

OopcACIICHUA BPpECAOHOCHOCTH I/IHI[I/IKaTOpa)(i OT BCE€X n HICTOYHHKOB.

XapaKkTepuCTUKH UCTOYHUKOB

[IycTh KaXXIplii MCTOYHUK S; XapaKTepuszyeTcs JBYMsS BEPOSTHOCTHBIMH
napameTpaMH:

P(BiJ4) — BeposSTHOCTh HMCTUHHO-TIOJOKUTEIBHON TPUHAIICKHOCTH K
BPEJAOHOCHON KaMmmaHuM (true positive rate, 4yBCTBUTEJIBHOCTb), MpPHU YCIOBUU
BEPOSITHOCTH TOI'O, YTO MCTOYHUK S; BBIOACT HNPU3HAK BPEIOHOCHOCTH IS
JNENUCTBUTEIBHO BPEIOHOCHOT'O HHUKATOpa Xj;

P(Bi—A) — BepOSTHOCTb JIO)KHOIOJOKUTEIBHON NPUHAIIEKHOCTH K
BpeOHOCHOM Kammanuu (false positive rate), mpu ycioBUM BEPOATHOCTH TOTO, YTO
MCTOYHUK S; BBIACT NPU3HAK BPEJOHOCHOCTH JIs 0€30MacHOTO MHAUKAaTopa Xi.

B »stom cmywae menecoobpasno QopmupoBath mapamerpel P(Bid) wu

P(Bi]—A) Ha ocHOBE SMIMPUYECKOTO aHalIM3a JAaHHBIX. [ KaXX10ro MCTOYHUKA
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dopmupyercss TecToBas BHIOOpKAa M3 Pa3MEUEHHBIX HHAWKATOPOB (C M3BECTHOM
IPUHAJUIEKHOCTBIO K BPEJOHOCHBIM MJIM O€30MacHbBIM), IIOCIIE YETO BHIYMCIISAIOTCS
JI0JIA UCTUHHO-TIOJIOKUTEIBHBIX U JIOKHOMOJI0XKUTEIbHBIX CpadaTbIBAaHUM.

B nannoii pabore BbIOOpKa MapaMeTpOB HCTOUHUKOB ONPE/IEIIEHa HA OCHOBE
aHasm3a 200 KOHTPONBHBIX HWHAMKATOPOB, HE BXONAIIUX B OCHOBHYIO
IKCIEPUMEHTAIBHYIO BEIOOPKY. Pe3ynbpTaTsl npeactaniensl B Tadiuie Nel.

Tabmma Ne 1

XapakTepuCTUKU UCTOYHUKOB aHAIN3a yIpo3

HcTounuk P(Bi|A) P(Bi|—A)
VirusTotal 0.85 0.20
ANY.RUN 0.70 0.10
ThreatFox 0.95 0.05
Hybrid Analysis 0.75 0.15

AnpuopHasi BEepOSITHOCTh

Hcxoansie naHHbIE JUIS MCIOJIB30BaHUS balleCOBCKOro MoAXo/a MOTyYeHbI
Ha OCHOBE 3aJlaHusl anpuOpHON BeposiTHOCTU P(A), TO €cTh, BEPOSTHOCTU TOTO,
YTO CIy4yalHO BBIODAHHBIM HWHIUKATOP M3 AHAIU3UPYEMOTO TOTOKAa JaHHBIX
SIBJISIETCS BpeIOHOCHBIM. ClieyeT OTMETUTh, YTO BHIOOP allpUOPHON BEPOATHOCTH
JOJDKEH  OTpakaTh  0a30BYI0  YacTOTY BPEJOHOCHBIX  HMHIWKATOPOB B
paccMaTpuBaeMou MPeIMETHOM 001acTH.

B nacrosmeld pabore anpuopHas BEpOSITHOCTh mpuHsTa, Kak P(4) = 0.2.
JlanHoe 3HavyeHHWe OOOCHOBAHO CTAaTUCTUKOW myOnuuHbIX 1iatrgopm Threat
Intelligence: cornacHo nanubiM MalwareBazaar u ThreatFox [15, 16], B o0miem

INIOTOKC QAHAJIM3HUPYCMbIX HWHIUKATOPOB JOJIA HOI[TBep)KI[éHHI)IX BPCIOHOCHBIX
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uHauKaTopoB coctaBiser 15-25%. KoncepBatuBHas ouenka P(4) = 0.2

COOTBCTCTBYCT Cpe,HHCﬁ I'paHuLC 3TOTO0 AHAIla30Ha H o0OecreynBaeT JOCTAaTOYHO

TOYHbIE KPUTEPHUH KIaCCUPUKALIIH.

BaiiecoBckoe 00HOBJIEHHE JISl OJTHOTO0 HCTOYHHKA

Ucxons wu3 Teopembl baiteca, amocrepropHass BEpOATHOCTb  IIPU
MPUHAJICKHOCTH HHIUKATOPa X; OT UCTOYHHKA S; BBIYUCIISIETCS 110 (hopmyIie:

P(A|Bx) = [P(BiA) - P(A)]/ [P(Bk|A) - P(A) + P(Bi|—A4) - P(—A)] (1)

rie P(—4) = 1 — P(A). ®opmyna (1) mo3BojisieT 0OHOBUTH HaYaJIbHYIO
OIICHKY BEPOSTHOCTH NPHHAIJICKHOCTH WHIWKATOpPA K BPEAOHOCHBIM HA OCHOBE

pe3ylibTaTa aHaJIn3a OJHOT'O HCTOYHHUKA.

IMocaenoBaTeIbHOE DaliecCOBCKOEe OOHOBJICHME Il MHOKECTBA

HCTOYHHKOB

IIpu yciioBUM HE3aBUCUMOCTH HMCTOYHUKOB aroCTEpUOPHasi BEPOSTHOCTH
1ocJie MOJIyYeHUs] TPUHAAIICKHOCTH UHIUKATOPOB K BPEJJOHOCHBIM OT UCTOYHHKOB
S1, S2, ..., Sk BBIUUCISAETCS MOCIEAOBATEILHEIM MMpuMeHeHneM Gopmyisl baiieca.
ArmnocTtepuopHass BEpPOSTHOCTb IIOCIIE€ aHajiu3a WCTOYHUKOM S; CTaHOBUTCS
anpUOPHOM BEPOSTHOCTBIO ISl CIEAYIOIIEr0 UCTOYHUKA S+ 1.

AJNTOPUTM MOCIIEIOBATEIIBHOTO OOHOBJICHMUS:

1) Uaunuanuzamnus: Po= P(4) = 0.2

D k=1,2, .., K:

Pi=[P(BiA) - Pi1]/[P(BiA) - Pr-1 + P(Bx|—A4) - (1 — Px1)] (2)

3) Utoromas anocrepuopHasi BeposaTHOCTh: P(A|By, ..., Bx) = Pk

AIIPTEpHATUBHO, allOCTEPUOPHYI0 BEPOSATHOCTH HMEETCS BO3MOXKHOCTH

BBIPA3UTh B 3aMKHYTOU (popme:
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K K K
P(AIB1...BO=1P) | [P@iayipa)- | [PBaaya-puy] [ P@i-410)
k=1 k=1 k=1

IHopor npuHATHA pelueHus

Jlns  aBTOMarW4ecKoW  KiIacCU(UKAIMM  HHIUKATOPOB  HEOOXOJIMMO
YCTaHOBHUTH IOPOTOBOE 3HAYEHWE aloCTEPUOPHON BeposTHOCTH 6. MHaukaTop
KJaccu(UIMPYyETCs KaK BPeIOHOCHBIN, eciu P(A|Bj,..., Bx) > 0.

Bri6op moporoBoro 3Hauenusi € paBHoro 0.6 oOycCIOBIEH CIEAYIOIIUMHU
000CHOBaHUSIMU:

3HaueHue 6 = 0.5 COOTBETCTBYET PaBHON BEPOSTHOCTHU MPUHAJICKHOCTU K
o0ouM KjaccaM M He 00eCleurMBaeT JAOCTATOYHOW YBEPEHHOCTH IJIA MPUHSATHUS
pemeHuss (TO €CThb B OTOM Clydae OHTPONHUS [JIi TPUHATHAS PEIICHUS
MaKCUMaJIbHA);

B KOHTEKCTE KHOEpOE30MacHOCTH TIPEIMOYTHTEIbHEE KOHCEPBATHBHBIN
MOJXO/ ¢ MHHMMH3AIUCH JIOKHOIOJIOXKHUTEIBHBIX CpabaThIBaHUN, YTO Tpedyer
00J1ee BBICOKOIO IMOPOra;

SMIIMPUYECKUN aHanu3 TMokas3aia, uro mnopor € = (0.6 obOecnieunBaeT
ONTHUMAJIBbHBIA  OamaHC MEXIy TOYHOCTBIO H  TOJHOTOW  ONpeneleHUs
MIPUHAIICKHOCTH K BPEIOHOCHOMY MHAMKATOPY 11 (POPMUPOBAHUS KIACTEPOB U
JanbHenIen KiaccuuKanu;

npu 6 = 0.6 TpeOyeTcs onpeeneHusi Kak MUHUMYM OT JIByX UCTOYHHUKOB C
BBICOKOU HAJIKHOCTBIO JUTSI KITacCU(UKAIIMKM HHIUKATOpa KaK BPEIOHOCHOTO.

Tak, Hanpumep, JUIsi onpeneneHus: MPUHAJISKHOCTH UHANKATOpa X; U €ro
KJaccuukanum, He0OX0UMO MOATBEPAUTh UHMOPMAIIUIO KaK MUHUMYM OT JABYX
HanéxHbIXx UcTOYHUKOB: VirusTotal 1 ANY.RUN. B stom ciiyyae He0OX0auMo
BBITIOJIHUTD CJICAYIOIINE MIATH.

HIar 1. OoHoBJaenue Ha ocuoBe VirusTotal
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[Iyctb wuMeEOTCS JaHHBIE HAa OCHOBE MCTOYHHKA C  alpUOPHOMU
BeposTHOCTHIO: Py = 0.2. VImes cnenyroimue napameTpsl uctounuka: P(B:]A)=0.85,
P(B:—A)=0.20

Pewenne:

Pr=(0.85-0.2)/(0.85-0.2+0.20-0.8)=0.17/0.33 =0.515

BriBoa: nociie nonmyuenus nerekra ot VirusTotal BeposiTHOCTh yBenuuuiach

¢ 0.2 no 0.515, onnako He nocturia nmopora 6 = 0.6.

Ilar 2. OonoBaeHue Ha ocHoBe ANY.RUN

[Iyctp uMeEIOTCA [HaHHBIE HA OCHOBE HCTOYHUMKA C  alpUOpPHOMU
BeposiTHOcThIO: P1 = 0.515. MMmes cinenyroume mapamerpsl UcTOuHUKA: P(B:A4)
=0.70, P(B2|—A4)=0.10

Pemenue:

P:=(0.70 - 0.515)/(0.70 - 0.515 +0.10 - 0.485) =0.3605/0.409 = 0.881

BriBoa: utoroBas amocrepuopHas BEpOATHOCTb P> = 0.881 3HauMTenbHO
npesbiaet nopor 0 = 0.6, cienoBarenbHO, UHIUKATOP X; KIacCUUIIMPYETCS KaK

BPEIOHOCHBIM.

(DOIJMI/IpOBaHI/Ie 3KCHepI/IMeHTaJILHOﬁ BblﬁOpKI/I

JUist  SKCIEpUMEHTaIbHOM MPOBEPKH MPEIJIOKEHHOM MoJenu Oblia
chopmupoBana BeiOOpKa u3 520 MHANKATOPOB KOMIIPOMETAIIUH, TMOTYyUYCHHBIX U3
CHEAYIOUIUX UCTOYHHKOB:

Shadowserver Foundation — mmargopMa MOHUTOPHUHra BpPEJOHOCHOMN
akTuBHOCTH [17];

MalwareBazaar — 6a3a manHbIX 00pa3iioB BpenonocHoro [10 [15];

ThreatFox — mnargopma oOmMeHa nHaIUKaTOpaMu KomnpomeTanu [ 16];
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nyOnmunbie  ot4etsl 00 APT-xammanmsx (Group-IB, JlaGopartopus
Kacnepckoro) [8, 9].

Bri6opka BkItOUaeT:

210 moATBEpXKAEHHO  BPEJOHOCHBIX  HMHAMKATOPOB, CBS3aHHBIX C
u3BecTHBIMU APT-rpynnamu v BpeIoHOCHBIMU KaMIIaHUSIMU;

310 Oe3omacHbIX HMHAMKATOPOB, HE CBA3aHHBIX C  BPEIOHOCHOM
AKTUBHOCTBIO.

[IpunagiexxHOCTh KaXKJ10TO0 UHJUKATOpa K KJ1accy
(BpenoHoCHBIN/0e30macHbIi) Obula BepuUIIMpOBaHa HE3aBUCUMBIMH 3KCIIEpTaMU
Ha OCHOBE aHaJIM3a KOHTEKCTHOW MH(POpMaLUH, OTUETOB 00 MHIMIECHTAX, JaHHBIX
OSINT. Bce unaukaropbl ObUIM NMpPOAHAIU3UPOBAHBI YETHIPbMS HUCTOUYHHUKAMMU:
VirusTotal, ANY.RUN, Hybrid Analysis, ThreatFox.

Hcxons u3 umeromiencs CTaTUCTKU sl KaKJ0ro MHAMKATOpa U3 BBIOOPKU
ObUIM CcOOpaHbl Pe3yNbTaThl AHANM3a OT YEThIPEX HCTOYHUKOB. 11 OLIEHKH
3(p(PEKTUBHOCTH MPEAJIOKEHHON MOJAENM MPOBOAUIOCH CPaBHEHHE C 0a30BbIM
METOJIOM TPOCTOr0 rojocoBaHus (majority voting), mpu KOTOPOM HHIUKATOP
KJIacCU(UIIMPYETCST KaK BPEJOHOCHBIH, €CIi OOJIBIIMHCTBO UCTOYHUKOB (>3 u3 4)
BBIJ1aJIM TTOJIOKUTEIbHBIA PE3YJIbTAT.

JIiss OLIEHKH KayecTBa KiacCH(UKAIMM HUCIOJIb30BAINCH CTaHAAapTHBIC
METPHUKHU: TOYHOCTh (precision), monHota (recall), Fl-mepa. Dxcnepument
npoBoauics B cpeae Python ¢ ucnonb3zoBanuem 6ubauorexk NumPy u Pandas nns

00pabOTKH TaHHBIX.

Pe3yabTaThl dKCIIEPUMEHTA

CpaBHI/ITCHBHBIC PE3YJIbTAThI KJIaCCI/I(i)I/IKaHI/II/I MpCaACTAaBJICHBI

B Ta0ume Ne2.
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Tabmura Ne 2
CpaBHUTENBHBIE PE3YJIbTAThl KIIACCU(PUKALINU
Meton Precision Recall F1-mepa
[Ipocroe 0.71 0.64 0.67
rOJIOCOBAHHE
batiecoBckast MoJienb 0.84 0.79 0.81

baiiecoBckass Moenb TPOJEMOHCTPHPOBANIA CYIIECTBEHHOE MPEBOCXOACTBO
HaJ 6a30BBIM METO/IOM T'OJIOCOBAHHMS 10 BCEM METPUKAM:

TOYHOCTh (precision) yBemumumwiach ¢ 0.71 mgo 0.84 (+18.3%), urto
CBUICTENBCTBYET O 3HAYUTEIHLHOM CHIDKEHUU JOJU JIOKHOMOJIOXKHUTEIbHBIX
KJaccupuKaIuii;

nosHoTa (recall) Beipocna ¢ 0.64 mo 0.79 (+23.4%), 4TO yKa3pIBaeT Ha
yIydlleHHe  CHOCOOHOCTH  MOJENM  WACHTU(ULIHUPOBATH  BPEIOHOCHBIC
WHUKATOPBI;

Fl-mepa yBenumumnacs ¢ 0.67 go 0.81 (+20.9%), uro noxareepxaaer oodiiee
MOBBIIICHHE KaueCTBa KIaCCU(PHUKAIIH.

JleTanpHBIA aHANW3 TOKa3aJl, YTO TPEUIOKCHHAas B JaHHOW pabote
OaliecoBCKass MOJIejb oOOecHedmsia CHI)KEHHE JOJIU JIOKHOIOJIOKUTEIBHBIX
cpabartbiBanuii Ha 32% 10 CpaBHEHHIO ¢ METOA0M rosiocoBanus (¢ 29% no 16% ot
obmero  uuciaa  Oe30macHBIX  WHAMKATOPOB).  OJHOBpEMEHHO OIS
JOXHOOTPULIATENbHBIX Kiaccupukanuidi cHu3minach ¢ 36% mo 21% ot uumcna
BPEIOHOCHBIX WHANKATOPOB.

Taxum 06pa3om, Ha OCHOBE MPEATIOKEHHON MOJIEIN UMEETCSI BO3MOXKHOCTB!

- (opManuzanuM npouecca NPUHATUS PEUIeHUH 3a CYET TOTO, YTO MOJIENb

npecaoCTaBJsICT YUCJIICHHYIO MCPY OJOCTOBCPHOCTU IJIA KJIaCCI/I(bI/IKaIII/II/I COOBITHS
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KaK BPEJOHOCHOTr0, 4To mo3BoJisieT onepatopam SOC 000CHOBaHHO pearupoBaTh
HAa MHIUACHTHI B 3aBUCUMOCTH OT PAaH>XHUPOBAHHOTO TPUOPHUTETA;

- yuéTa HaJEKHOCTU HCTOYHUKOB HA OCHOBE OLIGHKH MapaMeTpoB
YYBCTBUTEIBHOCTH M CHEHMU(PUYHOCTA 3a CUET HCIOIb30BaHUsS baiiecoBckoi
MoJIeNU pa3ianuus uyepes napameTpbl P(BiA) u P(Bi—A);

- TOCJIEIOBATEILHOTO OOHOBIICHUS OIIEHKHA BEPOSITHOCTH MPHU MOCTYIUICHUN
JAHHBIX OT HOBBIX MCTOYHHMKOB 0€3 HEOOXOAMMOCTU IepecyeTa C HyJs 3a CUET
MIPUMEHEHUS B IPOTpaMMe aBTOMATH3aLMKU UTEPAITUOHHBIX METOJIOB;

- aJanTaluy K HEMOJHBIM JaHHBIM, 32 CUET mepecuéra JaHHBIX HE OT BCEX
UCTOYHUKOB, a OT JIByX HauOoJiee JOCTOBEPHBIX HMCTOYHUKOB, YTO IO3BOJSET
MOJEM KOPPEKTHO BBIYUCISATH aMOCTEPUOPHYIO BEPOSITHOCTH HA OCHOBE
UMeEIoITecs nHpOpMaITUK;

- HMHTEPIPETUPYEMOCTH TMOJYYEHHBIX pE3ylbTaToB 3a CYET Tmpoliecca
KJTacCU(DUKAITUU ¥ BO3MOKHOCTH JJOCTOBEPHOTO OOBSICHEHHS TIPUHSITOTO PEIICHMUS.

Tem He MeHee MpU MPAKTUYECKOM MPUMEHEHUU MPEAJIONKEHHON MOJEIH
HEO0OXOJIMMO YUYUTHIBATh CIEAYIONIEE:

- MOJEJdb OCHOBaHa Ha JONYyUIEHMH O HE3aBUCUMOCTU IIpoliecca
JNETEKTUPOBAaHUS W WX NyOJMKalMid B PAa3IMYHBIX MCTOYHMKAX, YTO MOXET
MPUBECTH K MIEPEOIIEHKE allOCTEPUOPHON BEPOATHOCTH;

- mapameTpsl P(BiA) n P(Bi—A) st pac4€TOB CUMTAIOTCS HEM3MEHHBIMU
BO BPEMEHH, UTO IMO3BOJISIET B KpaTyallliie CPOKH U C BBICOKON JOCTOBEPHOCTHIO
ONPEICNIUTh OLICHKY MPUHAJICKHOCTH UHIUKATOPOB KOMIIPOMETAIMU K IEJIEBbIM
kuOepaTakaM 3JI0YMBIIIUICHHUKOB Ha ocHoBe baitecoBckoro monxona. Tem He
MEHEE B JaJIbHEHIIIEM CIEyeT YUYUThIBATh IMHAMUKY JIAaHHOTO MapameTpa;

- HEoOXO/IUMO YYHUTHIBaTh 3HAUCHHUSA TpHU BbIOOpe P(A) M B mainbHeWIeM
OCYILIECTBJISITh KOPPEKTUPOBKY ATOTO ApaMeTpa;

- JlaHHasg MOJelb paccMaTpuUBaeT TOJBKO JBa Kiacca HHIAUKATOPOB:

BpPCAOHOCHBIC U 6630HaCHBI€, YTO IIO3BOJJIMIIO IIOBBICUTH TOYHOCTH H
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JIOCTOBEPHOCTh  KJlacCU(UKallMM, TEM HE MEHee B JaJIbHEHIIEM TaKxKe
1€J1eCO00pa3HO YUYUTHIBATH BO3MOXKHOCTH Oosiee MIMPOKOW KiacCU(pUKALMKU C
y4ETOM TaKUX KaTEropui Kak Mo J03pUTEIbHbIE, TOTEHIIMABHO HEXKelaTeIbHbIC;

- MpU HEOOXOAMMOCTU TOBBIIICHUS TOYHOCTH KJIACCU(DUKAIIUU CIIOXKHBIX
ciaydaeB [17-20] menecooOpa3HO TPUMEHSITh THOpPUIHBIE MOJEIM Ha OCHOBE
KOMOMHUPOBaHUs 0alleCOBCKOI0 BHIBOJIA C METOJIaMH MAIlITMHHOT'O O0y4YEHHUS.

3akio4yeHue

B Hacrosimieit paGote pa3paboTaHa U IKCHEPUMEHTAIBHO UCCEI0BaHA
MaTeMaTU4decKass MOJENbh KIACCH(PUKAINK WHIAKATOPOB KOMIIPOMETAIMA Ha
OCHOBE 0aileCOBCKOTO BEpPOSITHOCTHOrO  BbIBOAa. Mogenb oOecreynuBaer
dbopMaIM30BaHHYIO OILICHKY NPUHAJICKHOCTH HWHIUKATOPOB K BPEIOHOCHBIM
KAMIIAHUSIM C YYETOM JaHHBIX OT MHO>KECTBEHHBIX HE3aBHCUMBIX HCTOYHHKOB
aHajau3a yrpos.

Takum oOpaszoMm, pazpaboTan MeToi (opManM3auu TMOCICTOBATEIHHOTO
0aifeCOBCKOTO OOHOBJIEHUS BEPOSATHOCTU ISl OIEHKHU mpuHajjiexHoctd [oC k
BpPEIOHOCHBIM Ha OCHOBE JJAHHBIX OT MHOXXE€CTBEHHBIX HE3aBUCUMBIX UCTOUYHUKOB;
000CHOBaH BBIOOpP TapaMeTpPOB MOJEIH, BKIIOYAs AampUOPHYIO BEPOSTHOCTH,
XapaKTEPUCTUKU MCTOYHUKOB M IOPOTOBOE 3HAUYEHUE JJIS NPUHITUS PELICHUN;
MOJIYYCHO IKCIIEPUMEHTAILHOE TOATBEPkKACHNE 2P (HEKTUBHOCTH MPEI0KEHHOTO
o/X0/1a Ha BeIOOpKE n3 520 peanbHBIX WHIUKATOPOB KOMIIPOMETAIINH; TTOTYYCHBI
pe3yJIbTaThl CPABHUTEIBLHOIO aHalin3a 0alileCOBCKOW MOJENIH HaJ TPaJULIMOHHBIM
METOJIOM TOJIOCOBAHMS TI0O BCEM OCHOBHBIM METPHKAM KaueCTBa KJIaCCU(PUKAIIHH.

DKCneprUMEHTAIbHbIE PE3yJIbTaThl MOKAa3ajl, YTO MPUMEHEeHHE 0aiieCOBCKOM
MOJIENIM TIO3BOJISIET JOCTHYb TOYHOCTH Kiaccupukauuu 0.84, nonHotsr 0.79 u F1-
Mepbl 0.81, 4YTo B UTOre COOTBETCTBYET YIYUIICHUIO JIOCTOBEPHOCTHU
NPUHAIJICKHOCTH UHIAMKATOPOB K BPEIOHOCHBIM KammaHusMm Oosiee uem Ha 20%
M0 CPABHEHUIO C METOJIOM IIPOCTOTrO Toj0coBaHus. OCOOCHHO 3HAYMMBIM SIBJISIETCS

CHIDKEHHME JOJIU JIOXKHOIOJIOKUTENbHBIX cpabaTeiBannii Ha 30-35%, dTtO

© DnexTpOHHBIA HAYYHBIN KypHaT «HKeHepHbIil BecTHHK [Jonay, 2007-2026



Nn:xenepublii BecTHUK Jlona, No2 (2026)
ivdon.ru/ru/magazine/archive/n2y2026/10753

KPUTUYECKA  BAXHO I TPAKTHYECKOTO  TMPUMEHEHHS B CHCTEMax
KrbepOe30MmacHOCTH.

[IpakThdeckass IIEHHOCTh TMPEAJIOKEHHOM MOJENH  3aKIo4yaeTcss B
BO3MOXHOCTH €€ MHTETpalid B aBTOMATH3WPOBAHHBIC CUCTEMBbI aHaJIN3a yIrpo3,
matdopmel Threat Intelligence u mporieccsl onepatuBHoro pearupoBanust SOC-
nonpazaeneHuii. Monens obecrednBaeT 0OBEKTUBHYIO KOJWYECTBEHHYIO OLIEHKY
CTENIEHU OTMACHOCTU UHUKATOPOB, IOMOJIHAET cyliecTByomue TI-uHCTpyMEHTHI U
MOJKET CITy>KHUTh OCHOBOH JIJIsl TOCTPOEHUS CUCTEM PaHKUPOBAHMSI CTEIICHU YIPO3.

[IpoBenéHHoe  WCClemOBaHWE  MOATBEPIKAAET, UYTO  OaleCOBCKHIA
BEPOSITHOCTHBIN BBIBOJI ABJISIETCS () (PEKTUBHBIM U OOOCHOBAHHBIM MHCTPYMEHTOM
JUTSL pEIICHUs 3a1a9M KIIACCH(PUKAIIMA WHIUKATOPOB KOMIIPOMETAIIUU B yCIIOBUSIX
HEONPEeeIEHHOCTH W PA3HOPOJIHOCTH HCTOYHHKOB HH(popManuu. JlampHeliee
pPa3BUTHE TMPEUIOKEHHOTO MOJIX0Ja CBS3aHO C YYETOM 3aBUCUMOCTH MEXKIY
WCTOYHUKAMU, aJalTUBHBIM OOHOBJICHHEM MapamMeTpOB MOJEITU W WHTETparuen
JOTIOJTHUTENBHOW KOHTEKCTHOM HH(POPMALIUU.
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